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1 Definition of Terms

The following terms are repeatedly used in this manual:

End user / User has a home directory and one or more domains on the server.

Reseller may create and manage Users.

Admin is responsible for server settings and creates Resellers.

User, Reseller and Admin each have their own Confixx web interface. This manual describes the Admin interface.

2 Confixx administrator privileges: general notes

Confixx Admin can access all three interfaces using his Admin password.

To login as Admin, use your Admin authorization details. To login as one of your Resellers, use this Reseller’s Confixx
username (you must learn it first) and your Admin password. All Reseller usernames are organized according to a
pattern “res+number” — e.g., resl, res2, res3, etc.

To login as one of the Users, use this User’s Confixx username (the pattern for Users is: “webl1”, “web2”, ...”web25”,
etc.) and your Admin password.

After logging on you can access the entire Reseller/User interfaces, browse through personal settings and information,
excluding protected User sections, such as FTP and POP3 accounts.

By default Confixx Admin is provided with his own Reseller (res0) and User account (web0). These you can access by a
corresponding username and Admin password or, alternatively, by means of ConfixxEasy feature described below in
section 4.

To access the Webalizer stats, enter your Admin username and Admin password.

3 Sections of the Admin interface

The Confixx navigation pane is divided into four main menus: General, Reseller, Settings and Stats. Menus are
expanded by clicking on the main menu item (e.g. “General”), as shown below.




4 Confixx Easy

Confixx Easy is a special feature which allows to instantly switch between the Admin, Reseller and User interfaces.
Using Confixx Easy you can edit Reseller domains, mailboxes and other settings without having to relogin in the
system. This feature is also useful if you intend to use Confixx for managing your own websites and do not wish to
create reseller accounts. In this case your web pages will be put into the home directory of the default User “web0”, who
is administrated by Reseller “res0”. This User has the same password as your Admin.

To get into the Reseller interface of “res0” click Domains in the Confixx Easy menu. To get back into the Admin
interface click on the “Back to admin” link.

To get into the User interface of “web0”, click “Services” in the Confixx Easy menu. In User interface you can create e-
mail addresses, FTP accounts and edit settings, as described in User manual. The FTP account of web0 has the same
password as Admin.

5 General

5.1 Overview

By clicking Overview in each Confixx menu, you can see a toolbar of major features available in this menu,
These toolbar controls correspond to menu items and are provided for quick navigation.

Below you can see the toolbar for the “General” menu.

a Overview

— Tooks
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In the Overview you can also find information on your current Confixx settings (see below).



zeneral information

You are lbgged in a5 sdministrator

Sarver name bk, confis, ru
Srandard domain bk, confis. ru
Murrber of reselars 1]

Murrber of users 1]

Humber of domains 20

Humber of sub-domains 5

Murrber of wildzards ]

MySOL databases 2

Cron jobs o

Maiing ists 1

Mational damairs ]

Server time  D9:40:12

Licance skatus  Malbd bill 08115515 = 164727

At the bottom of the page you can see a list of last planned and/or executed server scripts. The “last SCHEDULED run”
column shows which scripts have been scheduled and when, whereas ’last ACTUAL run’ shows successfully executed
scripts. Some scripts are executed on regular basis by default (e.g., the Update script), and therefore have no ’last
SCHEDULED run’.

Confixx scripks execution Limes

Event last SCHEDULED run  last ACTUAL run next run

Update script 2809 - 13:09 2809 - 13:11
Web server reload ZEf09 - 13:00 28109 - 13:09 ZBj09 - 13:11
E-inal akases 28§09 - 13:09 26009 - 13:22 2809 - 13:15
Determine used storage space 28009 - 12:52 04f10 - 04:00
Measure web braffic 28f009 - 12:52 O4f10 - 02:00
Measure FTP Eraffic 28009 - 12:52 04f10 - 03:00

Confixx scripts are:

Update script. The main system script which analyzes Reseller/User configuration files and commits necessary
changes into the system. The Update script creates and deletes Reseller/User accounts, applies new system
settings, etc.

Web server reload. This script restarts the web server when necessary.

E-mail aliases. Rewrites Virtusertable when necessary.

Determine used storage space: this script monitors storage space occupied by Resellers/Users.

Measure web traffic: measures traffic generated by webpage retrievals.

Measure FTP traffic: measures traffic generated by FTP transfers.

5.2 Change Password
In this section, you can change your Admin username and password (also used to login to the Admin, Reseller and User
interfaces). The password must contain not less than 6 and not more than 12 characters.



Change password

LS&rnanme * admin
Old password
Mews password

Re-enter password

[@ Change password |

To change your password, first enter your current password. Now enter your new password twice and confirm by
clicking “Change Password”.
If you want to change username only, leave password fields blank.

5.3 Language/Design

In this section, you can select the language and design of your interface. Choose the applicable language and design
scheme from the drop-down lists. This language and design will be used for newly created Resellers/Users by default.
Resellers and Users can select their own language and design if necessary (Users can select language only). When you
set up a new Reseller you can select an individual design scheme for him/her.

In Confixx 3.1 it is possible to use old skins from Confixx 2.0. These skins can be recognized by the “Confixx 2.0”
prefix. Tick the “Use old skins” box to activate these skins in the “Design” drop-down list. To add/remove old skins
from the list, check/uncheck the box and click Change. Please note that by selecting an old skin, you change not only the
design scheme, but the menu structure as well.

LanguagejDesign

Language | English |+
Design Modern Blue Color Scheme w
Use old skins []

) Change

5.4 Messages

Server messages are generated by the update script. You can use this page to list the different error messages in
chronological order.

There are the following types of server messages in Confixx:
e Errors. If errors occur, the update script cancels execution to prevent damage to the system. It is important to
detect the cause of errors and fix them, as Confixx will not function properly otherwise.

e Warnings. Warnings refer to less severe errors which may occur, for example, if directories could not be
deleted. You should try to correct the problem described in the warning manually and, if necessary, remove the
cause of the problem.

e Notices. Notices are displayed when Resellers log on/off and when Reseller accounts are created or deleted.

In Confixx 3.1 it is possible to sort messages by type (Errors, Warnings, Notices, All) and to define the number of
messages to be displayed per page.



— Massages

Type [Notes e /- Sha
Teern{s) 1 - 5 of 125 total Poges: | £3 456 7 >> Lastpage Teermns per page 5 10 20 50 100 200
Tvne Message Time .
@ Set quota for POPS user "webOps” of user "webd" to "S12008". 03(26/05 - 13:21:53 Update-Script
@ Set quota For POPS user "web0ps” of user "webd" to "S12018". 03(26/05 - 13:21:58 Update-Script
@ Set quota For POPS user "web0pa” of user "webd” to "S12008". 03(26/05 - 153:21:53 Update-Script
@ Set quota For POPS user "web0p1” of user "webd’ to "S12018". 03(26/05 - 13:21:58 Update-Soript
@ Set quota For POPS user "web0pe” of user "webd" to "S12008". 032605 - 13121158 Update-Seript
Ieem(s) L - 5 of 125 total Pages: 1 234567 2> Lastpage Ikems per page 5 10 20 50 100 200
5.5 Versions Version  Release date
This feature provides full information on Confixx versions and their release dates. 3.0.9-pro  5(20f2005
Click on the version name (number) to get detailed information, including URLs for 3.0.8pr0  4/11/2005
download from Confixx website. 3.07pro  2(24/2005

3060 1/17/2005
3050 1171172004
3040 9/1/2004
3030 7/10/2004
3020 5/31/2004
30-pro  4/12/2004

— Parsonal information

5.6 Personal details

This feature provides a table for input of your personal details. Required
fields are marked with *,

Label Input
Gender e

First name |Jokes

Last name Doe

Company After you’ve finished inputting information, click Apply to save your data.
Address

City

Iip

Counkry
Telephone

Fax

E-mal address " ihndoe@provider com |
Cugtomer [D

Definable fields Input

5.7 Licensing information
It is necessary to register your Confixx. If your license is invalid or has expired, the Confixx interface will still be usable
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without any restrictions, but no changes will be committed to the system. As soon as you obtain a valid license or unlock
your existing license, all prior changes will be committed to the system.

For Confixx registration your local computer must be connected to the internet. For your server this isn’t necessary.

When you click Licensing information, a special Licensing section opens. To register Confixx, choose “Unlock license”
in the “General” menu (below). Click “Next” to connect to Confixx registration server.

General & .
Unlodk lcense (Corfioo: sarvar)
w LEenzing nformaton
1 Please click on “Mext 2" bo contack the registration server, After your license key has been created, you will gat back to save the lcense key.
[ Direct eotry © L
TF you wanit bo regisber manually, please use the Following server ID:,
Ficx: Easy — 76332d363633362d32 3937332431 3931332437 3332 36!

Fill out the “Serial number” and “Activation key” fields with your license data and click “Next”. You will see your
license key generated by Confixx registration server. Click “Next” to transfer this information to your Confixx server.
Click “Next” again to store this data in the database.

Once your Confixx license has been unlocked, the key and serial number your license information will appear in the
Licensing information field set. The “Valid until” field shows when your license will expire. Immediately after
registration the field “Status” will show “Verifying license”. The status will be updated when the
confixx_counterscript.pl is executed (please refer to Installation manual for further details). To refresh this
page, click on “Licensing information”. The license will work as soon as the “Status” field shows “Valid”.

The following events will make your Confixx license invalid:

= License expiration
= Changing primary IP address of the server (eth0): simply re-register your Confixx in this case

= Changing primary nic hardware (ethQ): contact your support partner for Confixx in this case.

6 Resellers

Only Resellers can create Users.
When creating a Reseller, you determine which privileges this Reseller will have, inlcluding limits and services
available to this Reseller and to his Users, accordingly. For example, you can set a maximum number of end users and
limits for storage space of traffic.

6.1 Overview
As in General menu, the “Tools” bar of the Overview section provides shortcuts to major menu features.

The “Change reseller data” toolbar (below) provides quick access to major features which concern editing Reseller
information. These tools include: “Change personal data”, “Change services”, “Edit IP addresses”, “Alter DNS settings”
and “Change password”. For description of these features see section 5.6 (“Change reseller”).



Tooks

R L L Ly R

Emoilsebup  [odexsebyp 0 Creabevessller User agsigoment ™ BFwSOL

Charnge reselisr data

Ressller res2| o
S ® 5 ) %
Change personaldata  Change servicas Edt [P addresses aker DHS Change password

To edit settings of a certain Reseller, enter his/her Confixx username in the “Reseller” field (as shown on screenshot
above), and click the appropriate icon. Make the necessary changes and click “Save data”.

Below the two main toolbars you can see a “Manage reseller” field set. This feature (first implemented in Confixx 3.1)
allows to perform a number of individual and group Reseller management operations from a single view.

Manage reseler

27 gearch L) Showal o Chroular ¢ Delete

Ttemnis) 1 - S of 10 total Pages: 1 2 >> Last page Items per page 5 10 25 S0
2 e ok specfied g Tl | H|
Q wi ok spedified 0 & O
O ores ot specified 1] - |
O s ok spedified i = ]
D = ok specified 0 F [

Ieem(s) 1 - 5 of 10 tokal Pagas: 1 2 >> Last page Itams per page 5 10 25 50

By default this field set displays a full list of Resellers set up in the system. You can specify the number of Resellers to
be displayed per page.

It is possible to search Reseller list by Reseller’s Confixx username, Reseller’s Company name and Reseller’s
name/lastname (if specified during the Reseller setup process). The search results will be shown in the table below. To
return to full Reseller list click “Show all”.

The first column from the left shows current Reseller status (locked/unlocked). To change Reseller status click on the
status icon, check the applicable box (“Yes” or “No0”) in the window that will appear and click “Next” (see below).
When the Reseller is locked, neither he/she, nor his/her users can access the Confixx interface. When they try to login in
the system, a special Confixx “Locked” page is displayed.

Do you realy wank ta lock reseler res0? (™) g,

'::3 Mo

G0 Hext

By clicking on Reseller username (the “Reseller” column of the “Manage reseller” table) you are transferred to this
Reseller’s interface, where you can view this Reseller’s Users and personal details and edit his settings using his
interface features. By clicking the “Change” icon you get into the “Change reseller” window of the Admin interface.

The Company column displays Resellers” Company names (if specified during the Reseller setup process). The Users
column shows the number of Users assigned to the Reseller. Items in both columns are not clickable.

Use tick boxes on the right to perform group operations. To delete a group of Resellers, tick them in the list and click



Delete. To check all Resellers at once, tick the upper box.
To send a standard e-mail (Circular) to a group of Resellers, tick those Resellers in the list and click “Circular”. Input

the content into the “Text” field, enter the Subject and click "Next” to send the circular.

6.2 E-mail Setup

E-muad template

Subject
Tk

Once a Reseller has been created, you can send him/her a registration e-mail containing his/her credentials (login and
password) and other relevant information. For this purpose you can create a specialized e-mail template in the “E-mail
setup” window (above). Modify the fields Subject, Text, E-mail Address and Name of Sender as needed. You can use
tags specified in the provided “variables” list. Tags will be automatically replaced with the appropriate content during
the e-mail generation process.

6.3 Index Setup

When creating a Reseller, Confixx generates a default Index page (Home page) for this Reseller and stores it in this
Reseller’s home directory. You can create your own Index page template using the “Index setup” feature. Specify the
filename and content of your Index page (in HTML) in the provided fields (below) and click “Save”. Besides HTML
tags, you can use the ##user## tag as described below.

Inchude the Following variables in your besdt:

Fduserd ¥ Username of maw user

Standard index page

HTHL code of the standard page | chimls chead:
<title =@ fuserf 2 @ beta. corfioo:. ru<ftithe =
<fhead>
<body bgrolor="wshiba" >
<p>Hier enkstehen die Internet-Seiten des
Confix: Banutzers sb>##user##<jb>
auf beta,confizx.ru</p>
<=fbody s < himl=

File: name indese, beml

Click here, to see the current standard index page.

Resellers can alter their Index page templates at a later stage using a similar feature of their interface. The changes will
be effective for all Users assigned to this Reseller.

Users can overwrite the Index page file later by uploading their own Internet pages onto the server.



6.4 Circular to all Resellers

You can use Confixx to send standard e-mails to all resellers. Compose your e-mail in the “Text” window (below) and
enter the subject.

Send e-mail to all resellers.

To Select an the next page
Subject Irmgartank notice
Text zo0d morning!

1 wiould bo nokify you that: ...

Sender's e-mail address |y oygder@provider.com

Name of sander

D Medt

Prondder

When you click “Next”, a list of all the Resellers will appear.

Your &-mal will be senk to & selsched récipisnts

Add or remove indridusl entries by dicking on them whils presging < Cins on your keybasd,
oo sSitrediralpdesh ruc

Crydin <iovdniBeesolt . com=

[@-.;:-mldtn ﬂlec.tedre\:poe.ds |

If necessary you can remove certain Resellers from the list of recipients. You can add or remove Resellers to/from the
list by clicking on them and pressing <Ctrl> on your keyboard. After you’ve made your selection, click “Send to
selected recipients”. It may take a few minutes for the e-mail to be sent to all addressees.

6.5 Create Reseller
Creating a Reseller involves four steps:

Step 1:
General

Setting Maximum values and Limits.

For each feature Admin can specify a maximum value. Use whole numbers only! If you enter a "0’ value for a function,
it won’t be available to the Reseller and his Users. To assign “unlimited” value to a feature, check the “unlimited” box.
Fields marked with * are required.

You can set hard limits to ensure that Resellers don’t exceed the specified maximum values. To do so, check the “Hard
limit” box against the appropriate feature. Hard limits can be set for all features, except Traffic.

If hard limit is not checked, the Reseller can exceed the maximum value specified for a feature. This will be reflected in
his Reseller stats.

If some feature is limited for a Reseller, the summary amount of this service for his Users must not exceed the specified
limit. E.g., if a Reseller is assigned 200 GB of storage space, the total storage space available to his Users must not
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exceed 200 GB. When a Reseller attempts to assign more space, Confixx will display an error message.

You can define maximum values/limits to the following parameters:

Lirrats

" - required fields.,

Mumber of users

Storage spacs”

Nueriber of POPS mal boxes
Menber of e-mal addresses
hmiber of e=mal autoresponders
Mumnber of FTP users
Traffic”

Huenber of domains
Creatable: sub-domars
Wikdcard sub-domains
AL-dofmars

Cron jobes

Madineg ksts

My5CH Databases

addresses.

NS

MO

TR

T |

IriSaCrmLI

MR

AT

MENETLIm

LI

TR

IMHETLIT

hard bk
hasrd et
hard bmit
hard bmit
hard it
hard bt

hard lmit
hard lmit
[7] hard bme
[0 haed b
hard bt
[ hard bt
hardl bt

[¥] urimited
[#] urdmited
[#] uriintad
[¥] urlimited
[ uriiied
[#] urmitad
[#] urmited
[] urimied
B wrismited
[ uramitad
[ uriemitad
[#] uriimited
] urlmited
[#] urmibed

Maximum number of users. The number of
Users that the new Reseller may create can
be limited.

Storage space. A Reseller cannot assign
Users more storage space than he’s been
assigned by Admin. This means that he/she
can assign one of Users unlimited storage
space only if he is provided with unlimited
storage capacity by Admin. Please note that
1GB =1,024 MB.

Number of POP3 boxes. POP3 box is a
mailbox where e-mail messages are stored.
For Linux, POP3 boxes are users on the
server without Shell access. If this option is
enabled for Reseller, he/she can activate this
option for Users.

Number of e-mail addresses. E-mail
addresses are forwarders to either POP3
boxes or other existing e-mail addresses. If
using POP3 boxes isn’t authorized, Reseller
can allow Users to set up e-mail addresses
which forward to other exsiting e-mail

= Autoresponders: a Reseller can allow Users to set up autoresponders for individual e-mail addresses. For that
reason, we recommend to assign as many autoresponders as there are e-mail addresses, thus enabling to set up a
separate autoresponder for each e-mail address.

= Number of additional FTP users. FTP users are users who have a home directory on the web server within the
User’s home directory, and don’t have shell access. Resellers can allow users to create such additional FTP

accounts, and can also limit a number of accounts to be created.

= Traffic. If traffic limit defined in this section is exceeded, Admin will be alerted accordingly.

= Creatable subdomains. End users can create subdomains and have them point to a certain folder within their
home directory. The subdomains will function only if User’s domains are specified as wildcard domains
(*.domain.tld) on the name server.

= Number of wildcard subdomains. In this section specify the number of wildcard subdomains the Reseller is
authorized to assign to Users.

= Number of @domains. With @ domains Users can create web pages with URLSs looking the same as their e-
mail addresses (e.g., johnsmith@provider.com).
Note: for @domains JavaScript is used.

= Number of cronjobs. With cronhobs Users can automatically run scripts at scheduled time. A cronjob
corresponds to an entry in the file /etc/crontab.

= Number of mailing lists: Majordomo mailing lists, which can be created by Users.

=  MySQL databases: under normal conditions, one database per User should be sufficient.

Defining services

The following services can be activated or deactivated for Reseller. If a service has been deactivated, the Reseller cannot
provide this service to his/her Users. If a service has been activated, the Reseller can activate or deactivate this service
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for his/her Users.

& Create reseller

Services

External My 300 acosss ® vag (O
FTP ) ves O
FHP @ ves O
PHP upload ® ves O
CialfPerl

Modude mod_prthon
|
AP

ColdFusion

Shel
SepfSFTP
551

Divectory ksting ® ve: O

Wabalizer [ Stats
PW-protectad dractorias 75y
Deedfire error files
WebFTP
Webial

) Help ..

® ves O
3 ves O
() ves O
@) ves O
® ves O
FrontPage support 3 ves O
) ves (2
O ves @

(% ves O

(%) ves O
&) ves O
(% ves O
® ves O

) ves O

§E £ £E §F §E F EE EEE E & F EE E B

External MySQL access. When this function is activated, the
Reseller can provide Users external access to their My SQL
databases.

FTP. Activate FTP to provide Users FTP access. This function must
also be activated for creating additional FTP users.

PHP. When PHP is activated, files ending with *.php, *.php3 and
*.phtml can be used.

PHP upload. If this feature is enabled, a temporary folder
(’phptmp’) is created in the User’s home directory. If this feature is
activated for a User at a later time, the temporary folder must be
created and authorized appropriately (chmod 777).

CGl / Perl. If this feature is disabled, a CGIBIN directory is not
created. For security reasons, you should only activate CGI / Perl if
the Apache web server is running with SUEXEC. If SUEXEC is not
available, all CGI programs will be running under the Apache user
and the web server group. Each program running under the Apache
user has access to all user directories, and also to system files and
folders on your web server. Thus, it is possible for User to read the
home directories of all other users via a simple Perl script.

Python: disables or activates files with the postfix.py. You have to
distinguish normal cgiscripts written in Python and scripts that are
to be run by mod_python. More information can be found at
http://www.modpython.org.

SSI: if the Reseller deactivates SSI for a User, then files ending with
*.shtm, *.shtml and *.sht cannot be used.

= Wap: *.wml files can be used if this feature has been activated.

= DirectoryListing: if this feature has been activated, Users can specify whether to display the content of their
home directories in case their Index files (Home pages) are not available. If this feature has been deactivated for
Reseller, DirectoryListing cannot be provided to Users.

= FrontPage support: if this feature has been activated for a Reseller, he can install the FrontPage extension for
his Users. FrontPage can only be assigned to Users whose functions ’Password protection’ and ’Error files’

have been deactivated.

= Shell access. If Reseller activates Shell access for Users, they can log onto the Linux shell using the main user
(e.g. www1). Shell access should be assigned only in exceptional cases, as this involves a substantial security
risk for your server. Though user directories cannot be viewed, Users can call up system programs and browse
system files. This might be enough to crash your server, or generate high traffic.

= Scp/SFTP: With this feature activated, an alternative restricted shell will be used instead of the default shell.
The restricted shell doesn’t allow to execute files remotely; Users can only transfer files encrypted via scp or

sftp.

*  SSL : If this feature is activated, Users of this Reseller will be able to perform secure online transactions from
their web pages via https. If the Reseller has exclusive IPs, he’ll be able to register private certificates for these IPs.

= ColdFusion: deactivated/activates files with postfix .cf.

= Webalizer / stats. If Webalizer (which must be installed on your server first) is activated for User, Confixx
generates the Webalizer configuration file and creates a personal folder in the 'webalizer' folder of Confixx web
directory, where this User can access his stats. This folder is protected by a password stored in the .htaccess
file. If Users change their passwords for their main users, they can choose whether the passwords for their stats
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should be changed as well. Using your Admin password and username, you can access Resellers’/Users’ stats
as well.

=  PW-protected directories: Users of the Reseller can use Confixx interface to protect their directories with a
password.

= Define error files: Users of this Reseller can use Confixx interface to set up error files for directories.

=  WebFTP: an interface used to upload and download files from a web browser. FTP users created by User can
log onto this User section. The Confixx interface for additional FTP users is restricted to password change and
WebFTP, provided that WebFTP is available.

= WebMail: an interface used to send and receive e-mails via the web browser. POP3 users can log onto the user
section. The Confixx interface for POP3 users is restricted to changing the password and to WebMail, provided
that WebMail is available.

Webiai ® e © 1o = Standard CGI scripts: if you activate this option,

' Resellers will be able to copy standard CGI scripts into
Users’ CGI directories when creating Users. The

DH @ vas O Mo Installation Manual describes how to set up standard CGI

Standard €Sl scripts & ¥as O No

DiR @ vas O Mo scripts on the server.

Siparn filter & . .
AL = DNS: Creates DNS entries automatically.

Backup Mo w
ﬁ;‘s = DNR: Registers domains automatically by generating a
Backup & upkoad standard e-mail to a domain registrar.

= Spam filter: if SpamAssassin is installed on your server,

your Resellers/Users will have an effective spam filter. If this feature is activated, Reseller/User can modify
settings through WebMail per mailbox.

= Backup is available as a service. From a drop-down list choose one of three options. Choose “No” to disable
the backup service. If you choose “Yes”, Users of this Reseller will be able to make backups and store them in
their home directories. If you choose “Backup and upload”, you will enable Users to automatically upload their
backups on FTP.

After setting necessary limits and services for reseller, click “Next” to proceed to Step 2.
Step 2:
Personal data
Required fields are marked with *. Three additional fields are available which you can label and fill out with any

additional information you want.

You can leave password fields blank; in this case, Confixx will generate a standard 8-character password.
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rearvie > Ayalable serices >
& Create reseller

Gender Male W
First name

Last name *

E-mad address *
Custonmer 1D

Definable felds Input

Display this irformation in the reseller Section? (5) ves () Mo
{Only completed fields will be displayed.)

Leave paseword fields empty to generate random passveord
e password

Re-enter passwond
@ s | [© Next |

Click “Next” to proceed to Step 3, or click “Back” if you wish to edit settings specified in the “Limits and Services”
view.

Step 3:
IP addresses/design
This step defines a standard IP for a Reseller. All Reseller’s Users will be created under this standard IP unless they have
been assigned their own exclusive IP addresses. Choose from the list which IP addresses will be available to Reseller.
You can make multiple selections by clicking on the IP and pressing <Ctrl>.
If you given Reseller access to the DNS, you must specify a domain name (FQDN) in “Primary nameserver” and
“Secondary nameserver” fields.

Create regeller

Label Input
IP addresses 10,1.197.39

Make multiple selectons by pressing the <ctrl=-key and & mouse button.

Which IF address should be used as standard IP For | srandard sarver 10w
the raseler? .

Pricnary nameserver beta,confioi.r

10.1.197.35 .

Secondary nameserver beta. confizod.

10.1.197.2 . 2

Dresign Modern Blue Color Scheme w

@ Back | (D e

Step 4:

Access details
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In this window you will see the username and password of the new Reseller. Reseller usernames have the following for-
mat: “res’+number” (“resl”, “res2”, ... “res25”, etc.). Password is either entered manually during the Reseller setup
process or is generated automatically.

Please save these data and make them known to the new Reseller. Should you forget the newly created Reseller’s
password, there are no ways to recover it. Use one of the two options to change Reseller password:

= Log on to his Reseller interface using your Admin password and the Reseller’s username. Choose “Change
password” in the “General” menu. Enter your admin password in “Old password” field and confirm input.
= Change Reseller password using the menu item “Reseller ->Change reseller” in the admin section of Confixx.
Send e-mail

If you have already created a confirmation e-mail template in the “E-mail setup” window, you only need to specify
Sender’s name, e-mail address and click “Send”.

New reselar has been created
Resellar: res10
Paspmord: sh¥vhpal

Send e-mal bo new resellar,

To resi@provider.com
Subject Your registration has been completed
Text Dear Sir, "

Your have baen registered as a Reseller for
BestHasting, com. Fleass uss the falowing
authorisation details to logn bo y!‘:ur conbrod panel;

Resaller: resi0
Password: shivwhial

| %

Sincerehy,
Sender's e-mal address

Mame of sendar

If you haven’t set up a standard template, you can compose an individual e-mail in the provided “Text” window, enter a
subject, and fill in the Sender information mentioned above.

6.6 Change Reseller

It may be necessary on occasion to change Reseller privileges, for example, for resellers who need more storage space
for their Users. To edit Reseller data, please enter the username of the Reseller in the field “Reseller”. To see all
Resellers click “Show reseller list”.

va reseller li
Select an action for a reseller After entering the Reseller’s username, select an operation you want to
Hetena perform. The following operations are available:

() change personal data

(0 change services

) Edt IP addresses =  Change services. When you select this option and click “Next”, you
will see a list of services currently available to Reseller. Having
made the necessary changes, click “Save data” to commit your
changes to the system.

= Change personal data: edit personal information for this Reseller.

() alber DS
(0 change password
() Delete rasabar

(2 Lockjurdock resalls . .
S = Edit IP addresses. Here you can assign new IP addresses, remove IP
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addresses or set a new standard IP.
= Change password.

= Delete Reseller. Resellers can be deleted only if they no longer have any Users assigned to them. If you want to
delete a Reseller with Users assigned, you must either delete these Users or re-assign them to a different
Reseller. To delete the Reseller’s users, you must log onto the reseller section using this Reseller’s username
and delete Users as described in Reseller manual.

= Lock/unlock Resellers. Locked resellers cannot access their Confixx interface. The Users of the locked Reseller
are locked as well. They cannot access the Confixx interface, their web pages are not displayed and FTP access
isn’t possible either. They cannot access their e-mail accounts; but all incoming mail is received and stored.
Once Reseller is unlocked, his Users will be able to use all features again. Users locked personally by Reseller
remain locked after the Reseller has been unlocked by Admin. The Admin can still log onto the Confixx
interface of a locked Reseller and of Reseller’s locked Users.

6.7 User Assignment

Users are created by Reseller only. Therefore, Users always ’belong’ to a Rseller. A Reseller that has created a User has
control over the entire User’s data, services and domains. A User can be deleted only by the Reseller that created the
User account or to which the User is assigned. Once a User has been assigned to a different Reseller, that Reseller gains
full control over this User.

User assignment plays an important role in measuring traffic. Total Reseller traffic includes the traffic of all Users
assigned to a Reseller. If a user is moved from one Reseller to another, the traffic of that User will be allocated to the
new Reseller starting from the moment of transfer. User’s traffic generated prior to transfer is not reflected in the new
Reseller’s stats, it is displayed in the previous Reseller’s stats.

Please note that locked Resellers are not displayed in the list; you must unlock the Reseller first.

When re-assigning Users, you can choose one of the following options:
= Assign all Users to another Reseller: this method moves all Users from a source Reseller to target Reseller.
= Move individual Users: this method moves individual Users to another Reseller.

6.8 MySQL

In this overview of the databases that have been set up, you can clear individual Reseller databases for access from
external servers. To provide Reseller external MySQL access, change his status to “Activated” by clicking on the
“MySQL” icon in the left column.

MySOL dakshases

Search (L Show all
Itemn{s) 1 - 2 of 2 tatal
E Database T Comment User Reseller
E wsr_wehd 1 wahil resi
wsr webl 2 web0 resil

Ikem(s} 1 - 2 of 2 tatal

7 Settings

Before creating your first Reseller in Confixx, you should configure basic system settings using the “Settings” menu.
Refer to this section when you need to edit Confixx settings as well. Ideally, you should set Confixx parameters only
once, directly after installing Confixx on your server.

7.1 Databases

If phpMyAdmin is installed on your server, you can specify the URL using which phpMyAdmin can be accessed, and
whether this URL will be displayed in the User section.
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Specify the PHP MyAdmin path in “My SQL” window. To make this information available to Users, check “Yes” and
click “Apply settings”. If you don’t wand Users to have access to this feature, leave “Yes” checkbox blank.

Database settings
MySOL

phpflyAdmin path fphpriry admin
Dwo v weank: b link: phpityAdmin path bo the user section? = tes

[@ Apply setbings ]

7.2 IP Addresses

Confixx Administrator can add new IP addresses to Confixx.

M IP addresses

& <

A [P aodresses Update [P st
IP sddrasses
4 search L) Show sl ¥ Delete
Ttermis) 1 - 2 of 2 botal
1P address Reseller User ]
10.1.197.36 res0 webD O
10.1.157.37 resi) wekrd O

Ttem{s) 1 - 2 of 2 botal

You will see a list of all IP addresses currently present in Confixx, showing which Resellers/Users these addresses have
been assigned to.

You can delete one or several addresses from the list by ticking them and clicking Delete. If an IP address is assigned to
a User, it cannot be removed from the list. To remove this IP address you have to replace this address with another one
in this User’s domain settings. This should be done in cooperation with this User’s Reseller.

To add new addresses, click “Add IP addresses”. You will see a list of available IP addresses (the ones which haven’t

been registered in Confixx). Tick those you wish to add and click “Apply selection”. To update your IP information
(e.g., after you’ve added new addresses) use the “Update IP list” button.

Select [P addresses

IP kst et updaked: 0926005 - [3:21:58
IP address Selection
10.1,197.53 =
10.1,197.39 El
[ﬁ Back | !@ Apply selection ]

The next time the update script is started, any IP addresses available in the system will be re-evaluated by the system
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program “ifconfig”.

7.3 IP restrictions

Confixx Administrator can restrict or grant access to the Confixx control panel for certain IP addresses. In Confixx this
is done by creating rules for IPs. If you wish to allow access from a certain IP (range of IPs), enter this IP or IP mask
(e.g., 212.123.332.*) into the “IP address” field, tick the “Accept” box and click “Add”. To restrict access do the same,
but leave the “Accept” box unchecked. The rule will work immediately but does not apply to all active sessions. Please
make sure that at least one IP address range is still accepted, otherwise you won’t be able to login.

Add new IP

1P address [] Aceept

& add

IP reskrachions

Search (L) Show all 2 Delete
Item{s) 1 - 2 of 2 total
Accept 1P address | |
a L :‘
o 10.1.197.* |

Ttemis) 1 - 2 of 2 tatal

Example:
= 10.1.197.* accept (Accept checked)
= ** %% deny (Accept unchecked)

In this case access from the whole IP range (*.*.*.*) except for 10.1.197.* will be denied. E.g. IP address 10.1.197.112
will be able log into the control panel, access from 80.70.60.50 will be denied.

To switch between “accept” and “deny” for an existing rule, click on the corresponding accept/deny icon in the list. The
status will be changed immediately but will not apply to all active sessions.

Confixx provides a search function for existing rules. To search for a rule, enter the IP address (IP mask) and click
Search.

7.4 Domain Blacklist

You can restrict using certain domain names, including those available in the system or those you wish to enter manually
in the HTTPD configuration file. To do this, enter a domain name and click “OK”. Blacklisted domains can no longer be
set up by Resellers.

To make a domain name available to Resellers, tick the appropriate tick box in the list and click “Delete” to remove the
domain from blacklist.
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E Domain blacklist

Add neve domain o the Black: sk

pensn

Droenusiy Bilscklick

5 search ) Show X Duiecte
Ther(s) 1 - 1 of 1 bokal
Domain — ]
et conifibe. [__=

Teem{s) 1 - 1 of § betal

7.5 Update Intervals
Here you can determine how often the following system scripts should be invoked:

"79 Update intervals

Updake inkervals
Event Once per . Time period Execute now
Canfie: Main 2 | minta(s) O
Web server reload 7 mirte{s) El
E-mad slases 6 |minuteds) E]
Determine used sborage space 120 |mirukedzs)  From |04 ko (05 v E]
Meacurs web traffic 120 |mirwtes) From 0Z » ko |03 El
Measurs FTP iraffic 120 |minute(s) From |03 % |ko (04w Fl
Chexk For new wersian 12 | minitels) Fl
Do pows want ko relosd the web server immediasbely after new user has besn crastady E

= Confixx Main. Specifiy the time interval for Main Confixx script execution. Main Confixx script is responsible
for critical system modifications and calls up other scripts when needed.

= Web server reload. Specify the minimum interval between reloads. This value should not be too small as the
web server is not available for a short period of time during reload.

= E-mail aliases. To prevent a long waiting period after setting up e-mail addresses, set the “Once per” parameter
to a smaller value. The Virtusertable will be rewritten only when necessary.

= Determine used storage space. This script determines storage space used by Users. You can define a time
period during which the script will be executed. It is recommended to execute this script at night.

= Measure web traffic. Measures traffic generated by webpage retrievals. You can define a time period during
which the script will be executed. It is recommended to execute this script at night.
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=  Measure FTP traffic. Measures traffic generated by FTP. Define a time period during which the script will be
executed. It is recommended to execute this script at night.

Hint: if you want the script to be executed only once per day, e.g. at 3 a.m., set the time period to ”3 a.m. - 4 a.m.” and
set the interval value (“Once per”) to at least 60 minutes. If you specify a shorter interval, the script may be executed
several times during the specified time period

7.6 Quota
If Quota is installed, you can specify a storage limit for POP3 accounts in this section. Enter the *0’ value if you don’t
wish to set any limits.

7.7 httpd Special
—_— : You can use this feature to write additional lines to the virtual host entries of the
emestic s s Apache configuration file for individual domains, Users, for all Users of a certain
httpd additional encries For Reseller or for all domains on the server.

= 00 der 3l The changes will not be applied to the Apache configuration file immediately. They
Channe s teer won’t take effect until the Apache web server has been restarted.

i change a resdler

7 thange all resellers Warning: please verify that the Apache web server functions properly after restart.

chiarsge DNS teenplate

7.8 DNS Template

You can create a template for l\_lameserver entries which will be used by all FFdomand®. G6400 IN R FEpEE
Resellers who haven’t created their own templates. " #ddomainds. BLA00 IN A #eipEs
Fedomsnss. BH400 IN MX 10

When creating a template you can use Confixx tags specified in the “Variables” "l ##domanss.

list. Click “Save” to confirm input. ##domain##,  BLA00 IN NS #nslEs,
Srdomsng®. BE400 IN NS FEEZRE,

) save

Please select an action

7.9 DNS special

DNS-entry for

&) change = domain Using this function you can create or edit DNS entries for domains or Resellers. Select the

appropriate action (“change a domain” or “change a reseller”) and click “Next”. Follow wizard
@ change a reseller steps to complete the chosen action.

et

7.10 Standard Domain

In this section you can change the main server domain name. Please do not make any changes unless you know exactly
what you are doing, and unless you’re sure these changes are truly necessary.
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Standard domsin

Standard doemain bt candfise o
Apply e standard domain bo sodsting uoars, boa? ] Yas
Dizakds Standaed domain ] yas
Standard P I0:1.197.35

@ Change damain |

7.11 Shared SSL

Confixx enables secure Internet transactions via Confixx-hosted web pages through using a common SSL certificate.
The SSL Service can be activated for a Reseller, who in turn allows or restricts this service for Users. This SSL
certificate is not from an "official" authority and won’t be recognized by the web browser as being valid for the login
URL, which results in warning messages.

The Shared SSL window shows the status of the default SSL certificate. Skahus of the shared S5L certficate
This certificate will be used for all User's domains which are ticked to be The shared 550 cartificate is acthe
accessed via https.

Reseller can define its own certificates if he/she has an exclusive IP. In

this case all domains that are pointed to this IP would use this certificate

for https connections.

Change the shared S5L certificake

What is available? | R A~

In case your existing SSL certificate becomes invalid, you need to contact (@ Neot =5 |
a certification authority to acquire a new one. To register the new
certificate in Confixx, use the “Change SSL certificate” field set. Choose
“Private key and certificate” from the drop-down menu and click “Next”, input your private key and certificate numbers
into the appropriate data fields and click “Save” to store them in Confixx.

7.12 Customizable menus

Using this feature you can create your own custom menus in Reseller and User interfaces. Menus can contain items
pointing to various sections of Reseller or User interfaces, or to external objects, such as e-mail addresses or URLS.

fidd

Text User type

e ](@ 7]

Customizable menus

X Delete
Itemis) 1 - 2 of 2 bokal
Text User type cdit Change o
mEn reseder ty 3 men kem(s O
Py pronvides reseler & 2 merw emls) B

Treanis) 1 - 2 of 2 botal

Custom menus will appear in the same design as the rest of Confixx interface and will change accordingly if a new skin
is applied. The first item of the custom menu will always be named Overview. You can add custom text to this item.
This text will be shown in the interface if the User clicks on this menu item.
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To create a custom menu, do the following:

= Insert the menu name the “Text” field (see the screenshot above), then select “Reseller” or “User” from the
“User type” dropdown menu and click “Add”. Depending on your choice, you will create a menu in the User
or Reseller interface, correspondingly.

= You will see a new entry in the menu list below. First click the “Edit” icon for this menu.

= On the new page that will appear, enter the content to be displayed in the Overview section (HTML is allowed).
Click Save to save your content and get back to the menu list.

= Click on the “Change” link for the chosen menu (in your case, it will read “0 menu items™) to create menu
items.

= |n the new window that appears, specify item name and insert a URL in the “Link” field. You can use the
##username## tag, which is substituted with resN or webN in the Reseller and User interfaces accordingly.

8 Stats

The stats section provides you full information on your Resellers’ activity and on the traffic they produce.

8.1 Session list

Here you can see all system users currently logged into the Confixx control panel. The table also displays the current IP
address, the time of login and shows the last time the user was active.

Session kst

g

damrch (L Showsl O Bafrech

Ttemis) 1 = 2 of 2 total

Users " Lagin time Last active:
admin 10,1, 1561 LOPC20S = 181406 1OOETFS = 16215204
sl ress | 10,1, 197.; VEUCENS - 14108 1 el

Ttemis) 1 - 2 of 2 total

Only currently active sessions will be shown in this list. If the user is logged out, or if there’s been no activity from this
user for more than 30 minutes, his session is closed.

8.2 Reseller stats

This list reflects activity of all Resellers set up in Confixx. If a Reseller has exceeded his maximum (set up during the
Reseller creation process), the appropriate field in the table is highlighted in color.

Confixx calculates monthly traffic stats for each Reseller and provides separate calculation of web and FTP traffic.

Detailed stats on each Reseller can be viewed by clicking on Reseller’s username. The detailed overview of a Reseller
provides information on all services assigned to this Reseller and all exceeded limits. You can also view a graphic
representation of this Reseller’s monthly traffic by clicking on “Comprehensive overview”.

Receller stats
Scorch L Showal
Deernfsh | -5 of 10 kotal Pages: 1 2 2> Lagh paoge Toesires pr page 5 10 25 50
5 Reseller Storage space: used / assigned / mak Tralfic / mas Users / mas
used assigned max used mas used mas
0 ma 1.30M8 . 1 ] 1 ] 7
0 s ake okd i okB i f -
D ms oke ]3] 1 pEB 1 o -1
B0 o a¥e oKs 1 OKE 1 i 5
0 pn ok 0 K8 1 ) ] -1
Theen(s) | - 5 of 10 botal Pages: | 2 >3 Laghpage Toesrss per page 5 10 25 50
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8.2 User stats
Confixx Administrator can also run a query on User stats. You can view these stats by User and by service.

The service overview displays pertinent information on all Users receiving the service. You can specify a number of
users to be displayed per page and sort the information according to various parameters. It is possible to filter out Users
who have exceeded their Reseller’s limits (e.g., storage space or traffic) and display their stats in a separate view.

Lher ahate
Allreselers (% | [ Show excesdingonly ' Search {1 Show ol
Teemis) | -5 of 10total Pages: | 2 2> Lastpooe Ttems per page 5 10 20 50 100 Z00
S User— el s bob3 Inaffic10/2005 Traffic 09/2005 Storage space
D b0 7 3 (i 1.92 MB 0,38 M8
D bl 1 1 0¥ % B
0 b 0 0 Y| KB 4B
QO s 0 0 048 0 KB 24 KB
- 0 0 Ys:] 0kE B
Ibemis) 1 - S of 10 total Pages: | £ >> |Los poge Ttems per poge 5 10 30 50 100 $00
8.3 Traffic

This graphical overview displays the summary traffic generated by Resellers and their assigned Users. Separate stats are
provided for traffic generated by FTP accounts and by web pages retrieval.

“':') Traffic

Traffic for o reselers

This displays traffic For all the: reseliers and thedr users measured by Confioos on this server. This includies traffic for previously deleted reselers and users.

Trarsfer detads for October 2005
Day  FTP /Web S
Total DOEB/OED

Trarsfer summary for al months

Month  FTP / Web Total
WME  gypiyoeeE 1.92 M8
B2 sypf7eE I3 K
Total 6EB/ 1.93MB 1.93 MEB

By clicking on the appropriate month you can see daily traffic reports for this month.

Confixx stores web traffic stats for three preceding months and FTP transfer summary for twelve preceding months.
Confixx also shows traffic generated prior to the last time the traffic monitoring script was executed.
You can view monthly and daily traffic reports.

9 Standard CGI Scripts

9.1 Copying the scripts

The program directory of Confixx contains the folder ’cgi’ (e.g. /root/confixx/cgi). This folder contains the file *aendern’
and the folder “html’. When creating a User, the content of the folder html can be installed into the HTML directory of
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the User if this has been set in the web interface. For example, copy the CGI scripts to the directory cgibin’ in the folder
“html’. If the CGI programs contain HTML files or images, you can copy them directly to the "html” directory or create
corresponding subdirectories. File privileges are assigned when copying into a User’s home directory. The user of the
end User becomes the owner of the files.

9.2 Setting variables in the scripts

In the file “aendern’, enter the files in which variables are replaced by corresponding values that vary from end user to
end user. When specifying files, assume the directory ’cgi/html/’ in the program directory in Confixx as your root
directory.

You can enter the following variables in the scripts:

HHuser##

#Htdomain##

When copying the CGI program, the variable ##user## is then replaced by the username of the User (e.g. webl) and the
variable ##domain## is replaced by a User’s domain.

For example:

In the script ’test.pl’, there must be an absolute path to a file in which the data can be saved. This second file is to be
named *db.txt’, privileges are to be set to *777’.

First copy the files "test.pl” and "db.txt’ to, for example, /root/confixx/cgi/html/cgibin/.

Set any privileges for files that do not contain any variables accordingly, that is:
chmod 777 /root/confixx/cgi/html/cgibin/db._txt

Make the following entry to the file "aendern’:
cgibin/test.pl:755
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